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Introduction
[bookmark: _Toc209246052]Purpose
The purpose of this Validation Plan is to describe the project’s validation deliverables, testing process, and schedule.  The Validation Plan also defines who is responsible for creating, reviewing and approving each validation deliverable.
[bookmark: _Toc209246053]Scope   
System Description
Describe the system that is covered within this Validation Plan.  Include a brief description of the business processes within which the system is used.
Validation Scope
Describe the scope of the system requirements covered within this Validation Plan.  Refer to the Functional Requirements Specification.  Also include a description of any portion(s) of the system requirements that are outside the scope of this plan.
[bookmark: _Toc209246054]Definitions, Acronyms, and Abbreviations
	Term
	Definition

	FRS
	Function Requirements Specification

	SOP
	Standard Operating Procedure

	URS
	User Requirements Specification

	Validation
	Confirmation by examination and provision of objective evidence that software specifications conform to user needs and intended uses, and that the particular requirements implemented through software can be consistently fulfilled. 

	Verification
	Determination through objective evidence that the outputs of a particular phase of the software development life cycle meet all of the specified requirements for that phase.  
Verification is a component of validation.

	
	

	
	

	
	


[bookmark: _Toc209246055]References   
Identify references to any published work used to prepare this Validation Plan or referenced within this Validation Plan.
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[bookmark: _Toc209246057]Risk Assessment
Identify the system’s overall criticality level as determined by SOP System Risk Assessment.  
If major system functions are at differing criticality levels, as determined by SOP System Risk Assessment, describe the various major system functions and the criticality level or each one.
[bookmark: _Toc209246058]Risk Control   
To control quality risk, the criticality levels of major system functions will be utilized in determining an approach to validation and verification.  In addition, the complexity of each major system function will all also be considered when determining the scope and extent of validation and verification.
Details can be found in SOP System Risk-Based Validation.
[bookmark: _Toc209246059]Validation and Verification Approach
[bookmark: _Toc209246060]Strategy
Identify the general strategy for validation of the system.  Suggestions include:
· Application of the risk based validation approach found in Appendix A of SOP System Risk-Based Validation
· The planned sequence of events, such as (1) design verification, (2) functional testing, then (3) user acceptance testing
· Any planned regression testing of unmodified system functions
· Development of Test Plans to define detailed test scenarios for critical and complex features.
Design Verification
Describe the activities that will be performed to ensure that the system is performing as designed.  Design verification activities can include:  
· Unit testing
· Code reviews by peers
· Design reviews by peers.
· Installation Qualification
Requirement Verification
Describe the activities that will be performed to ensure that the system is performing to meet User and Functional Requirements.  Requirement verification activities can include:  
· Test Plans 
· Validation Protocols (Operational and Performance Qualification)
· Trace Matrices to 
1. Verify alignment of the Requirements and Design
2. Demonstrate that the Validation Tests adequately cover Requirements.
Identify the major system functions that will be tested.
Identify the organizational area that will be responsible for testing each major system function.  
Identify the process or procedure that will be used to document verification results.
[bookmark: _Toc209246061]Resource Requirements
Roles and Responsibilities
Identify the organizations associated with the system validation and verification effort.  Define the services provided by each identified organization.  Define specific responsibilities for each major functional area or discipline involved in the validation and verification.  Present a matrix of roles, responsibilities.  Include names of individuals when available.
Here is a typical example:
	Functional Area
	Role
	Responsibilities

	Multiple
	Validation Committee
	· Oversee validation activities
· Determine whether or not to certify the system for production use

	Quality
	Quality Assurance
	· Manage the development and execution of the Validation Plan
· Ensure that the system meets regulatory requirements, and that the company will be able to respond to any compliance audit

	Validation
	Lead Tester
	· Manage the execution of testing
· Manage the activities of the Validation Engineers

	Validation
	Validation Engineer
	· Design and author tests to ensure that the system meets intended business use and functions as expected
· Document issues detected during testing

	E.g., Laboratory 
	System Owner
	· Specify and communicate the intended business use and operation of the system 
· Define testing scenarios for Test Plans

	E.g., Laboratory 
	System Users
	· Specify and communicate the intended business use and operation of the system 
· Define testing scenarios for Test Plans 
· Execute validation tests for business scenarios

	Information Technology
	IT Manager
	· Oversee the activities performed by the Information Technology organization

	Information Technology
	Development Lead
	· Oversee the activities performed by the Developers

	Information Technology
	Developer
	· Build system capabilities to fulfill requirements
· Ensure that the system performs as specified 
· Perform peer-reviews

	Information Technology
	Systems Analyst
	· Work with the System Users to develop and document system requirements
· Work with Developers to translate requirements into system capabilities
· Work with testers to ensure that the Users’ requirements have been fulfilled and function as expected
· Execute validation tests for technical scenarios



Other roles to consider adding to the matrix include Project Sponsors, Hardware Installation Specialists, and Vendors.
Human Resource Requirements
Identify the human resources that will be needed to carry out the Validation Plan
Per role, above, estimate the number of people, man-hours, days, etc. of effort needed to complete the activities in this plan.
Identify any training needed to support the plan.  For example, testers might need to be trained in documentation procedures prior to requirements verification.
Test Environment Requirements
Describe the technical environment(s) within which the Validation Plan will be executed.  For example, a Development environment could be used for coding and unit testing, and another environment could be used for execution of the Validation Protocols.
Tool Requirements
Describe all tools required to execute the Validation Plan.  This would include software testing tools, requirement management tools, configuration management tools, and protocol development tools.  
List the operating procedures that must be followed and/or developed to support the use of each tool.
Additional Resource Requirements
Identify and describe any additional resources that will be needed to execute the Validation Plan.  Some areas to consider are:
· PCs for testers
· Peripheral equipment (e.g., printers, scanners)
· Work space for testers
[bookmark: _Toc209246062]Deliverables
List all documentation and deliverables generated as part of the verification and validation work. 
The example, below, is for a system with a single major function that is high-criticality/high-complexity.
	Deliverable Name
	Author
	Approver(s)

	Validation Plan
	Validation Engineer
	Validation Committee, Quality Assurance, IT Manager, System Owner, Lead Tester

	Risk Assessment
	Quality Assurance
	Quality Assurance, System Owner, IT Manager

	Vendor Assessment
	Quality Assurance
	Quality Assurance, System Owner, IT Manager

	User Requirements Specification (URS)
	Systems Analyst
	Quality Assurance, System Owner, IT Manager

	Functional Requirements Specification (FRS)
	Systems Analyst
	Quality Assurance, System Owner, IT Manager

	System Design Specification
	Developer
	Development Lead,  IT Manager

	Test Plan 
	Validation Engineer
	Quality Assurance, System Owner, IT Manager, Lead Tester

	Unit Test 
	Developer
	Lead Tester, Developer (peer)

	Unit Test Report 
	Development Lead
	Lead Tester, Developer (peer), IT Manager

	Code Review Report 
	Development Lead
	Lead Tester, Developer (peer), IT Manager

	Validation Protocols
	Validation Engineer
	Quality Assurance, System Owner, IT Manager, Lead Tester

	Protocol Execution – system interfaces
	Systems Analyst
	Quality Assurance, System Owner, IT Manager, Lead Tester

	Protocol Execution – user features
	System Users
	Quality Assurance, System Owner, IT Manager, Lead Tester

	Validation Incident Reports
	Validation Engineer
	Quality Assurance, System Owner, IT Manager, Lead Tester

	Testing Summary
	Lead Tester
	Quality Assurance, IT Manager, System Owner

	Trace Matrix – URS to FRS
	Validation Engineer
	Quality Assurance, Systems Analyst, Lead Tester

	Trace Matrix – FRS to System Design
	Developer
	Quality Assurance, Systems Analyst, Developer (peer) , Lead Tester

	Trace Matrix – FRS to Validation Protocols
	Validation Engineer
	Quality Assurance, Systems Analyst, Lead Tester

	Validation Summary
	Validation Engineer
	Validation Committee, Quality Assurance, IT Manager, System Owner, Lead Tester



The required deliverables and approvers identified in the SOP Computer System Validation must be included, or their absence must be justified.  
The approval list in the Validation Plan will be the basis for the formal signing of the validation deliverables.
[bookmark: _Toc209246063]Acceptance Criteria
List the acceptance criteria that must be met to certify the system for production use.  For example:
· All Unit Tests have been executed and approved
· All Validation Protocols have been executed and approved
· All Trace Matrices have been completed and approved
· All Validation Incident Reports have been closed
· The Validation Summary has been approved
· All system operation and maintenance procedures have been approved
· All training on the system and supporting procedures has been completed
[bookmark: _Toc209246064]Validation Schedule
List the milestone dates for the major activities within the Validation Plan.  For example:
	Milestone
	Completion Date

	Test Plan(s) Approval
	January 31, xxxx

	Unit Test Execution
	February 15, xxxx

	Validation Protocol Execution
	March 31, xxxx

	Incident Report Closure
	April 15, xxxx

	Trace Matrices Approval
	April 15, xxxx

	Validation Summary Approval
	April 30, xxxx


[bookmark: _Toc209246065]Anomaly Management
Incidents detected during validation will be recorded by the Validation Engineer and managed per the procedures in SOP Validation Incident Management.
If not using this SOP, use this section of the Validation Report to define:
· What constitutes a ‘validation incident’?
· Who will record the validation incident?
· Who will assess the incident and author the plan to resolve the validation incident?
· When is regression testing required?
· Who will approve the plan to resolve the validation incident?
· How will the validation incident resolution be documented?
· Who will approve the resolution of the validation incident?
· What documentation will be retained for each validation incident?
[bookmark: _Toc209246066]Configuration Management
Define the procedures that will be used for configuration management.  Identify the procedures for version identification, version control, documentation of changes, and access controls for: 
· System Software (source code and object code) 
· System Hardware
· Requirements documents
· Test scripts
[bookmark: _Toc209246067]Change Control
Upon commencement of execution of the activities identified in the Validation Plan, any change made to the computer system will initiated a Validation Incident Report to ensure that an impact assessment is performed and appropriate regression testing is identified and completed.
Changes to approved documents, such as Test Plans, Validation Protocols, User Requirements, etc., will require re-approval by the original signatories.
[bookmark: _Toc209246068]Procedures and Training
User Procedures and Training
Describe the procedures and training required to ensure that users are qualified and prepared to utilize the system, per its intended use.  E.g., SOPs for how to use the system, user manuals, user training materials and training classes.
Technical Support Procedures and Training
Describe the procedures and training required to ensure that support are qualified and prepared to support the system, per its intended use. E.g., SOPs for back-ups, recovery, disaster recovery, routine maintenance, change control, configuration management, security management, incident management; technical support manuals; technical training materials and classes.
[bookmark: _GoBack]Communication
Define the plan to communicate validation progress and issues.  The plan should include the communication senders, recipients, topics, frequency, and method. For example:
	Communication Topic
	Sender
	Recipient
	Frequency
	Method

	Unit Testing Progress
	Development Lead
	All team members
	Weekly
	E-Mail Report

	Validation Testing Progress
	Lead Tester
	All team members
	Weekly
	E-Mail Report

	Progress vs. Milestones
	QA
	Validation Committee
	Monthly
	Project Status Review Meeting

	All Open Validation Incidents
	QA
	All team members
	Weekly
	E-Mail Report

	Significant Open Validation Incidents
	QA
	Validation Committee
	Monthly
	Project Status Review Meeting
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Approvals

Signature(s) below indicate agreement with the contents of this Validation Plan document as an accurate representation of the validation deliverables, responsibilities, and approach.

	Document Prepared by:

	Function
	Name
	Signature
	Date

	
	
	
	



Signatures below additionally signify approval of this Validation Plan document.

	Document Approvals:

	Function
	Name
	Signature
	Date
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